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Flexible and reliable technology for airports
Due to the modular structure, high flexibility and exceptional reliability of our command and control solution, airports can cope better with any challenge.

Siveillance Vantage is the ideal solution for critical infrastructure.

�� Alarm management
Siveillance Vantage offers a wide variety 
of functions supporting the management 
of detectors and various alarm systems. 
Signals from these systems can be dis-
played and handled with dedicated pri-
orities, to ensure that the most critical 
incidents are treated first. Customer’s 
system structures and hierarchy can be 
implemented. 

�� Open interfaces
Customer-specific sub-systems can be 
integrated in a most flexible way via open 
interfaces. 

OPC is one of the most popular standards 
in process automation that provides ex-
tensive capabilities for exchange of data 
and information with sub-systems. It is 
even possible to automatically retrieve the 
sub-systems engineering data and match 
sensor locations to AutoCAD floor plans, 
as far as the sub-systems’ OPC server pro-
vides the information in a structured way. 
Additionally a powerful Software Develop-
ment Kit (SDK) is used to tailor interfaces 
using open, state-of-the-art SOAP-based 
communication.

�� Video technology integration
Intelligent video solutions from Siemens 
help customers to secure and monitor 
private, commercial, and public facilities. 
The intelligent video analytics, such  
as Siveillance™ SiteIQ, can cleverly detect 
a wide variety of incidents and create 
alarms. Integrated as part of the com-
mand and control solution, they can  
be effectively used to obtain complete  
situational awareness. By showing only 
the relevant video signal, the system 
avoids an information overload for the 
operator.

�� Integrated communication functions
Computer Telephone Integration (CTI) of 
a Private Branch Exchange (PBX) with the 
command and control solution ensures 
fast and easy communication.  

For any incoming call, the system recogniz-
es the caller’s number and – if configured  
to – routes the call to a dedicated team  
of operators according to the requested 
service. Caller data, such as name and  
location, are identified and the location  
is displayed in GIS. 

The system also offers integrated control 
for communication with on-site resources 
via analog radio or TETRA digital radio 
communication. Additionally, a two-way 
communication between control center 
and resources is based on regular e-mail 
communication utilizing standard PDAs or 
e-mail capable mobile phones, ensuring 
seamless and uninterrupted communica-
tion.
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Flexible and reliable technology for airports
Due to the modular structure, high flexibility and exceptional reliability of our command and control solution, airports can cope better with any challenge.

Improve situational awareness and control of your site with consolidated sub-systems.

Highlights

�� Seamless integration of various 
alarm systems 

�� Intelligent video surveillance  
monitors and protects the site 

�� Integrated telephone and radio 
communication 

�� Graphical visualization using site 
plans, maps etc. – including 3D  
application 

�� Flexible and role-based operation 
via intranet or Internet 

�� Upgradeable, future-proof solution 

�� Handling of tasks and operations 
instead of alarm management 

�� Resource management options to 
handle field security forces 

�� Industry-specific know-how ensures 
that we understand your individual 
requirement

�� Flexible architecture
Based on robust architecture, the plat-
form’s graphical user interface provides an 
intuitive, hierarchical structure for address-
es, keywords, resources, and actions.  
The Zero Administration Client concept 
minimizes the installation and maintenance 
efforts throughout the setup process and 
live operations. Updates and upgrades can 
easily be implemented – even without any 
downtime or interruption to operations. 
Role-based responsibilities of operators and 
a flexible web-based client concept support 
central as well as decentralized organiza-
tions and processes.

�� Advanced operations management
In addition to the pure display of alarms 
and incidents, each signal can be associ-
ated with defined actions, which are then 
proposed to the operator, depending on 
the actual situation. These actions fully 
reflect the pre-defined security policies. 
The progress and completion of these 
tasks is logged and the data can be used 
for continuous improvement of the secu-
rity operations.

�� Coverage of large geographical areas
Siveillance Vantage fully supports the 
management of large areas or multi-site 
applications. As basis for controlling the 
operations, all events are exactly located 
on the 2D or 3D maps and site plans ac-
cording to a geo-referenced data structure. 
For airports, not only can the respective 

site be covered but the surrounding area 
can also be displayed including structures 
such as streets or points of interest.

�� Resource management
As an option, Siveillance Vantage includes 
the management of security forces.  
Displaying the status of the available 
resources, including their actual location 
in the map, and proposing the most ap-
propriate resources to the operator, are 
just some of the key functions. Automatic 
or semi-automatic alarming and dispatch 
of the resources, transmission of task-
relevant information, the logging of 
operational progress are further fea-tures 
that correspond to the requirements of 
some critical infrastructure. Finally, for in-
tegral communication between the com-
mand and control center and the forces’ 
vehicles in larger security organizations, 
our Siveillance™ Vantage Mobile client 
solution can be implemented. 

�� Designed to meet your toughest 
demands

Siveillance Vantage is designed to sup-
port professional security organizations. 
Handling up to some thousand events  
per day through several operators work-
ing in parallel – each one within his  
specified areas of responsibility – the 
system is based on an Oracle® database, 
which ensures the highest level of both 
system availability and reliability.
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